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Abstract

Finding paths that satisfy the performance requirements of applications according to the link state information in a
network is known as the quality-of-service (QoS) routing problem and has been extensively studied. However, distributing
the link state information may introduce a significant protocol overhead on network resources. In this paper, based on
rate-distortion analysis, we investigate the issue on how to update the link state information efficiently and effectively.
A theoretical framework is presented, and a high performance link state policy that is capable of minimizing the false
blocking probability of connections under a given update rate constraint is proposed. Through theoretical analysis and
extensive simulations, we show that the proposed policy outperforms the current state of the art in terms of the update
rate and false blocking probability of connections.
� 2006 Elsevier B.V. All rights reserved.
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1. Introduction

The tremendous growth of the global Internet
has given rise to a variety of applications that
require quality-of-service (QoS) beyond what is pro-
vided by the current best-effort IP packet delivery
service. One of the challenging issues is to select fea-
sible paths that satisfy different quality-of-service
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(QoS) requirements. This problem is known as
QoS routing. In general, two issues are critical to
QoS routing: the state distribution and the routing
strategy [1]. The routing strategy is used to find a
feasible path which meets the QoS requirements;
this has been extensively studied in the literature
[2–7]. The state distribution addresses the issue of
exchanging the state information throughout the
network and can be further decomposed into two
sub-problems: when to update and how to dissemi-
nate the link state information. This paper focuses
on the state distribution, especially on the former
sub-problem. A number of research works have also
been reported on how to disseminate the link state
.
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information [8–11], which is, however, beyond the
scope of this paper.

Many proposed QoS routing solutions assume
that accurate link state information is available to
each node. However, this is impossible in real net-
works. Moreover, to facilitate accurate enough link
state information would impose a significant band-
width and processing overhead on the network
resource, i.e., the network resource will be greatly
consumed if an update of the link state information
is triggered whenever a minor change to the QoS
parameters occurs. Current link-state routing proto-
cols such as OSPF [12] recommend that the link
state is updated periodically with large intervals.
For instance, a link disseminates its state informa-
tion every 30 min in OSPF. Consequently, because
of the highly dynamic nature of link state parame-
ters, the link state information known to a node is
often outdated. As a result, the effectiveness of the
QoS routing algorithms may be degraded signifi-
cantly. To overcome this problem, several link state
update policies (threshold, equal class, and expo-
nential class based update policies) have been pro-
posed in [13]. Given a predefined threshold value
(s), an update is triggered in the threshold based
update policy if jbc � boj/bo > s, where bo is the last
advertised value of the available bandwidth, and bc

is the current available bandwidth. However, in
equal class and exponential class based update pol-
icies, the bandwidth is partitioned into classes and
an update is triggered whenever the available band-
width crosses a class boundary. The only difference
between them is that the bandwidth is partitioned
into classes of equal size ((0,B), (B, 2B), . . .) in equal
class based update policy, while it is partitioned into
unequal classes, whose sizes ((0,B), (B, (f + 1)B),
((f + 1)B, (f2 + f + 1)B), . . .) grow geometrically by
a factor f, in the exponential class based update pol-
icy, where B is a predefined constant. Recently,
many works considering the effects of the stale or
coarse-grained information on the performance of
QoS routing algorithms were reported in the litera-
ture. In [14], extensive simulations were made to
uncover the effects of the stale link state information
and random fluctuations in the traffic load on the
routing and setup overheads. In [15,16], the effects
of the stale link state information on QoS routing
algorithms were demonstrated through simulations
by varying the link state update interval. A combi-
nation of the periodic and triggered link state
update is considered in [17]. Instead of using the link
capacities or instantaneous available bandwidth val-
ues, Li et al. [18] used a stochastic metric, Available
Bandwidth Index (ABI), and extended BGP to per-
form the bandwidth advertising.

As reviewed above, although many link state
update policies have been proposed, there is still a
lack of a rigorous theoretical foundation. As a
result, they may not be efficient enough and may
waste the network resource. In this paper, we will
provide a theoretical framework for link state
update, from which we will propose a high perfor-
mance link state update mechanism. We theoreti-
cally demonstrate that from the perspective of
QoS routing, our proposed link state policy outper-
forms its contenders in terms of the update rate and
false blocking probability of incoming connections.
The rest of the paper is organized as follows. The
problem is formulated in Section 2. In Section 3,
we provide an insight on link state update based
on Information Theory. We propose an efficient
link state update policy in Section 4, and present
the simulation results in Section 5. Finally, conclud-
ing remarks are given in Section 6.

2. Problem formulation

A key challenge for a network simulation is the
selection of the network topology and the traffic
patterns. Owing to the constantly changing and
decentralized nature of current networks, it is rather
difficult to define a typical network topology appli-
cable for exploring any protocols [19]. Moreover,
the results of a simulation over different network
topologies with different traffic patterns may vary
dramatically. In this paper, the problem of design-
ing an efficient link state update policy in a network
is translated into that of finding an update policy for
a single link. We further discover that the perfor-
mance of a link state update policy in a network
can be evaluated over a single link. As a result, we
avoid the above problems. Moreover, our proposed
link state policy is designed without any assumption
on the traffic pattern of the network.

Without loss of generality, we only focus on one
link state metric (here, we adopt bandwidth). If a
route is successfully found for a connection, the cor-
responding portion of the bandwidth (the requested
bandwidth of the connection) on each link it tra-
verses is reserved. Practically, the protocol overhead
will be intolerably high if link state is updated when-
ever a minor change occurs. Hence, for the sake of
reducing the protocol overhead, the staleness of
the link state information is inevitably introduced.
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In this paper, we focus on minimizing the staleness
of the link state information introduced by an
update scheme.

Many works have been reported in literature to
evaluate the impact of the stale link state informa-
tion on the performance of QoS routing algorithms
[14–16]. However, how to numerically measure the
staleness of the link state information has never
been discussed. In this paper, in order to propose
an efficient update scheme, we introduce a novel
method to address this issue.

At any moment, when a connection request
arrives at a node, we assume that the node tries to
compute a path which meets the QoS requirements
of the connection according to its available link
state information (source routing). If, from the per-
spective of the node, there are enough network
resources (bandwidth) to accommodate this connec-
tion, it starts a setup process for the connection.
Otherwise, it rejects the connection request immedi-
ately. Ideally, the connection is accepted if there are
actually enough network resources, and rejected
otherwise. However, due to inaccurate link state
information and the adopted routing algorithm,
there are two possible undesirable cases due to the
staleness of link state information:

• False positive: There are actually not enough net-
work resources to accommodate a connection,
but is indicated otherwise by its link state infor-
mation. A setup process will be initialized by
the node, thus wasting network resources.

• False negative: A connection can actually be
accepted by the network, but is rejected by the
node because of inaccurate link state information
or failure of the adopted routing algorithm in
finding a feasible path.

For example, as shown in Fig. 1, assume a con-
nection going to node 3 with a requested bandwidth
Fig. 1. A 3-node network consists of nodes 1, 2, and 3. The available ba
whose requested bandwidth and destination are 8 Mbps and node 3, re
of 8 Mbps arrives at node 1; a false positive occurs
if, from the perspective of node 1, the available
bandwidth of link e2 is 9 Mbps while in reality it
is only 6 Mbps (because node 1 thinks that there
are enough network resources available to accom-
modate the connection, and accepts the connec-
tion); on the other hand, if the actual available
bandwidth of link e2 is 9 Mbps and the one known
to node 1 is 6 Mbps, a false negative occurs. Collec-
tively, both cases are referred to as the false routing
in this paper. Hence, the staleness of link state infor-

mation can be evaluated in terms of the probability of
false routing. On the other hand, defining c1 and c2

as the costs of the case of a false positive and nega-
tive, respectively, we can also evaluate the staleness
of link state information in terms of the average cost
resulted from false routing. Assume that on the arri-
val of a connection request, the probabilities of a
false positive and false negative are pfp and pfn,
respectively. Therefore, the average cost due to false
routing upon the arrival of a connection request is

�c ¼ pfpc1 þ pfnc2. ð1Þ

Intuitively, there is no false routing (pfp = 0 and
pfn = 0) and the cost is zero if the link state informa-
tion is exactly accurate. The price for this optimality
is a very large protocol overhead due to the dynamic
nature of link state in current networks: huge
amount of bandwidth is consumed for disseminat-
ing the link state information. Hence, it is practical
to accept a limited probability of false routing in
order to keep the protocol overhead under a reason-
able level. Our objective is to minimize �c under a
given upper bound (network) on the average band-
width used for the link state dissemination, which in
turn yields an upper bound on the average band-
width (r) consumed by every link for link state up-
date. Assume the link state metric of a link is a
time independent random process (with memory),
each link can be viewed as a signal source and all
ndwidth of link e1 is 10 Mbps. A new connection arrives at node 1,
spectively.
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nodes that do not directly connect to this link are
receivers. From the perspective of Information The-
ory, our task become minimizing the source distor-
tion (D) (the cost due to false routings) for a given
transmission rate r (or to minimize the transmission
rate r for a given source distortion). The rest of the
theoretical analysis carried out in the paper is based
on this concept.

Given a link, assume its available bandwidth
known to each node is bu, and the actual one is
ba. By definitions, a false positive is possible only if

bu > ba ð2Þ
and a false negative may occur only if

bu < ba. ð3Þ
Assume that the amount of the requested band-
width of a connection is a random variable x with
probability density function p(x). Therefore, denot-
ing pfp(bu,ba) and pfn(bu,ba) as the probabilities of
false positives and negatives under the condition
of bu and ba, we have

pfpðbu; baÞ ¼
1

2

Z maxfbu;bag

minfbu;bag
pðxÞ 1� ðba � buÞ

jba � buj

� �
dx

ð4Þ
and

pfnðbu; baÞ ¼
1

2

Z maxfbu;bag

minfbu;bag
pðxÞ 1� ðbu � baÞ

jba � buj

� �
dx.

ð5Þ
Collectively, the average cost (source distortion)
upon the arrival of a connection request is

eðbu; baÞ ¼ pfpðbu; baÞc1 þ pfnðbu; baÞc2

¼ c1

2

Z maxfbu;bag

minfbu ;bag
pðxÞ 1� ðba � buÞ

jba � buj

� �
dx

þ c2

2

Z maxfbu;bag

minfbu;bag
pðxÞ 1� ðbu � baÞ

jba � buj

� �
dx

¼
Z maxfbu ;bag

minfbu;bag
pðxÞ c1

2
1� ðba � buÞ
jba � buj

� ��

þ c2

2
1� ðbu � baÞ
jba � buj

� ��
dx. ð6Þ

Based on this definition (Eq. (6)), we provide two
interchangeable definitions for the optimal link state
update policy.

Definition 1. For a given source distortion to be
less than or equal to D, the optimal link state update
policy is the one that minimizes the transmission
rate r of each link.

Definition 2. For a given transmission rate to be
less than or equal to r, the optimal link state
update policy is the one that minimizes the source
distortion.
3. An insight from information theory

Many studies have been done to characterize the
Internet traffic, revealing interesting facts such as
Long-Range Dependence or multi-fractal behaviors
[20–22]. Therefore, we cannot assume that the
source signal (available bandwidth) is memoryless.
Each QoS parameter of a link is viewed as a random
process with memory that is independent of time in
this paper. By applying the sampling theorem, each
continuous random process can be converted into
an equivalent discrete-time sequence of samples.
Therefore, each QoS parameter on a link can be
treated as a time independent continuous random
sequence with memory. As shown in Fig. 2, denote
z1,z2, . . ., and y1,y2, . . . as the exact sequence of the
available bandwidth and the sequence of the avail-
able bandwidth known to a node that is not directly
connected to the link, respectively, where C, bmax,
and bmin (0 6 bmin 6 bmax 6 C) are the link capacity,
maximum requested bandwidth, and minimum
requested bandwidth, respectively.

Note that the definition of an optimal link state
update policy is the one that minimizes the trans-
mission rate r of each link while limiting the source
distortion to be less than or equal to a given con-
stant D. Hence, we can apply the rate-distortion
function in Information Theory to the problem of
link state update. Denote I(A; B) as the mutual
information between A and B, H(A) as self-entropy
of A, and H(AjB) as the conditional entropy
between A and B. By Information Theory, the
mutual information between Yn and Zn is

IðYn; ZnÞ ¼ HðYnÞ �HðYnjZnÞ
¼ HðYnÞ þHðZnÞ �HðYnZnÞ; ð7Þ

where Yn and Zn represent the sequences
z1,z2, . . . ,zn and y1,y2, . . . ,yn, respectively. Note
that

HðYnÞ ¼ �
Z

. . .

Z
Y n

pðYnÞ log pðYnÞdYn ð8Þ



Fig. 2. A demonstration of z1,z2, . . . and y1,y2, . . . The solid arrows represent the corresponding samples that are used for updates while
the dash arrows represent the samples that are not used.
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and

HðYnjZnÞ ¼ �
Z

. . .

Z
Zn

Z
. . .

Z
Yn

pðZn;YnÞ

� log pðYNjZnÞdYn dZn. ð9Þ

The optimal link state update policy satisfies

RðDÞ ¼ min
nD

lim
n!1

1

n
IðZn;YnÞ

� �� �

¼ min
nD

lim
n!1

1

n
½HðYnÞ �HðYnjZnÞ�

� �� �
;

ð10Þ
where R(D) is the bandwidth (a single link) used by
the optimal link state update policy and nD is the set
of transition probabilities from Zn to Yn subject to
the distortion D, i.e., nD satisfies the following
condition:

lim
n!1

1

n

Xn

i¼1

Z maxfyi ;zig

minfyi ;zig
pðxÞuðyi; ziÞdx

( )
6 D; ð11Þ

where

uðyi; ziÞ ¼
c1

2
1� ðzi � yiÞ
jzi � yij

� �
þ c2

2
1� ðyi � ziÞ
jzi � yij

� �
.

Note that

lim
n!1

1

n
HðYnÞ ¼ lim

n!1
HðynjYn�1Þ. ð12Þ
Similarly,

lim
n!1

1

n
HðZnÞ ¼ lim

n!1
HðznjZn�1Þ ð13Þ

and

lim
n!1

1

n
HðYnZnÞ ¼ lim

n!1
HðynznjYn�1Zn�1Þ. ð14Þ

Hence,

RðDÞ ¼ min
nD

f lim
n�>1
½HðynjYn�1Þ þHðznjZn�1Þ

�HðynznjYn�1Zn�1Þ�g. ð15Þ

If the memory lengths of all the sequences Yn and
Zn are a + 1, i.e., "k > a,

pðykjy1y2 . . . yk�1Þ ¼ pðykjyk�1yk�2 . . . yk�aÞ ð16Þ
and

pðzkjz1z2 . . . zk�1Þ ¼ pðzkjzk�1zk�2 . . . zk�aÞ; ð17Þ
we have

RðDÞ ¼ min
nD

fHðyaþ1jYaÞ þHðzaþ1jZaÞ

�Hðyaþ1zaþ1jYaZaÞg ð18Þ

and nD satisfies that

1

a

Xa

i¼1

Z maxfyi;zig

minfyi ;zig
pðxÞuðyi; ziÞdx 6 D. ð19Þ

By Eqs. (10) and (11), a lower bound on the trans-
mission rate of the link state update under the con-
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straint of a given source distortion may be com-
puted. For the cases that sample sequences have
memory length of a + 1, the computation of the
lower bound can be simplified by solving Eqs. (18)
and (19). In this paper, since no assumption on
the distributions of Yn and requested bandwidth
of connections (p(x)) is made, we cannot compute
R(D). Practically, we may adopt the common ap-
proaches assuming that Zn is self-similar distributed
such as Pareto distribution in order to derive an ex-
plicit expression for R(D), which we will consider in
our future works. In this paper, we focus on pre-
senting a link state update policy. Note that R(D)
is the lower bound on the transmission rate used
for updating link state information under the con-
straint that the cost due to false routing is no larger
than D. In turn, given an upper bound B on the
transmission rate used for updating link state infor-
mation, we can find out the corresponding lower
bound on the cost by solving the equation

RðDÞ ¼ B. ð20Þ
Observe that if u(yi,zi) = 1 (c1 = c2 = 1), R(D) is the
minimized transmission rate under the constraint
that the probability of false routing is no larger than
D. Given an upper bound on the transmission rate,
we can also compute the corresponding minimum
probability of false routing for the link state update
policies. Next, we approximately estimate the prob-
ability of false routing when we attempt to set up a
connection between two nodes in a network. Denote
e1,e2, . . . ,em as the links in the network. Assume
there are totally u possible routes, r1, r2, . . . , rr, and
route rk (1 6 k 6 r) consists of links ek(1),ekð2Þ; . . . ;
ekðhkÞ, where hk is its hop count. If we simply view
the link state on different links as independent, we
can compute the probability of false routing of
route rk as

pk ¼ 1�
Yhk

i¼1

ð1� pðekðiÞÞÞ; ð21Þ

where p(ek(i)) is the probability of false routing on
link ek(i). Further denote pk, 1 6 k 6 u, as the nor-
malized number of connection requests that tries
to use route rk. For example, denote the average
number of connection requests in a unit of time
on using route rk as ak, pk ¼ akPu

i¼1
ai

. Hence,Pu
k¼1pk ¼ 1. In particular, if we envision a uniform

distribution of connection requests among the
routes, then pk ¼ 1

u. Denote h(s,d) = {rj(s,d,1),
rj(s,d,2), . . . , rj(s,d,�(s,d))} as the set of routes that starts
at edge node s and ends at d, where �(s,d) represents
the number of the routes. Hence, we can compute
the probability of false routing between nodes s

and d as

ps;d ¼
1P�ðs;dÞ

i¼1 pjðs;d;iÞ

X�ðs;dÞ
i¼1

pjðs;d;iÞpjðs;d;iÞ. ð22Þ
4. The proposed link state update policy

For simplicity, we only consider the case that
c1 = c2 = c in this paper, and thus

eðbu; baÞ ¼ c
Z maxfbu ;bag

minfbu;bag
pðxÞdx. ð23Þ

The key difference between our proposed link state
policy and those in [13] is that instead of partitioning
the bandwidth into classes of equal sizes or exponen-
tially growing sizes, we divide the bandwidth into
classes by taking into account of the requested band-
width of the connections and the available band-
width, for the purpose of minimizing the source
distortion under a bandwidth constraint for dissem-
inating the link state information. As a result, our
proposed link state update policy can avoid the
unnecessary updates from the QoS routing perspec-
tive, and therefore, performs better than those in [13]
in terms of the average bandwidth for disseminating
the link state information and the average costs due
to routing and setup failures. We theoretically prove
that our proposed link state update policy is an opti-
mal class based update policy in the sense that given
the number of classes, it can minimize the average
cost. Our proposed link state update policy consists
of the following three steps:

1. Sample the available bandwidth. Different sam-
pling strategies can be adopted. For instance,
we can sample the available bandwidth every
Ts, where Ts is the sampling interval. We can also
compute the available bandwidth upon the
acceptance and the end of a connection (only
after a route with enough bandwidth is found
for a connection, it is accepted).

2. Quantize the samples.
3. If the current quantized value is different from

the previous updated one, use the current one
for update.

Since data traffic in the current Internet is
inherently bursty, a QoS parameter may fluctuate
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dramatically in a very short time. As a result, some
unnecessary updates may occur. For example, as
shown in Fig. 3, the available bandwidth has been
changed substantially in a very short time T, and
many updates are triggered. Therefore, for the pur-
pose of saving the bandwidth used for link state
update, similar to [13], we can set a clamp down
timer (the minimum interval between two consecu-
tive updates) to make a link state update policy less
sensitive to the fluctuation of the available band-
width. However, it should be noted that setting a
clamp down timer also has negative impacts on
the accuracy of the link state information. As shown
in Fig. 3, assume the average available bandwidth is
B, and in most of the time, the available bandwidth
is less than B1 and larger than B0. At t0, an update
of the link state information is triggered, and at the
end of the corresponding timer, another link state
information update is triggered because the avail-
able bandwidth is very large at that time. Observe
that in most of the time of the second timer dura-
tion, the available bandwidth is between B1 and
B0. However, because of the clamp down timer,
no link state information update is allowed. Hence,
the link state information during this timer period is
rather inaccurate. Therefore, the clamp down timer
is not recommended here.

Based on Eq. (23), we shall propose our class
based update policy. As mentioned before, since
all connection requests can be accepted by the link
if its available bandwidth is larger than bmax, updat-
ing link state information is not necessary if the
available bandwidth remains larger than bmax.
Hence, the last class in our proposed class based
update scheme is (bmax,C). Similarly, the first class
of our proposed update policy is (0,bmin). There-
fore, we assume the bandwidth is partitioned into
n + 2 classes: ((0,bmin), (bmin,b1), (b1,b2), . . . , (bn�1,
bmax), (bmax,C)), and denote Bi as the value used
for updating the link state information when the
current available bandwidth is in class (bi�1,bi)
(b0 = bmin and bn = bmax). When the available band-
width moves into (0, bmin) or (bmax, C), we simply
update link state information once with the update
value of 0 or C. Note that, according to the defini-
tion of the class based update policy, the link avail-
able bandwidth from the perspective of the nodes is
Bi if the actual one is in (bi�1,bi). Hence, we define
the average cost due to false positives and negatives
(the distortion) as

d ¼
Z C

0

f ðxÞeð~x; xÞdx; ð24Þ

where eð~x; xÞ ¼
Rmaxf~x;xg

minf~x;xg pðxÞdx; ~x is the correspond-

ing quantized value of x, and f(x) is the probability
density function of the available bandwidth. Hence,

d ¼
Z C

0

f ðxÞeð~x; xÞdx

¼
Xn�1

i¼0

Z biþ1

bi

Z maxfBi;xg

minfBi ;xg
pðyÞdy

 !
f ðxÞdx

¼
Xn�1

i¼0

Z Bi

bi

Z Bi

x
pðyÞdy

� �
f ðxÞdx

þ
Xn�1

i¼0

Z biþ1

Bi

Z x

Bi

pðyÞdy
� �

f ðxÞdx. ð25Þ

Note thatZ C

0

f ðxÞdx ¼ 1 ð26Þ

andZ C

0

pðxÞdx ¼ 1. ð27Þ

Therefore, we can form a Lagrangian Relaxation by
incorporating the constraints, Eqs. (26) and (27),
into Eq. (25)

LðB0;B1; . . . ;Bn�1; b1; b2; . . . ; bn�1Þ

¼ d � k1

Z C

0

f ðxÞdx� 1

� �

� k2

Z C

0

pðxÞdx� 1

� �
. ð28Þ

So,

oL
obi
¼ f ðbiÞ

Z bi

Bi�1

pðxÞdx�
Z Bi

bi

pðxÞdx
� �

ð29Þ
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and

o2L

ob2
i

¼ f 0ðbiÞ
Z bi

Bi�1

pðxÞdx�
Z Bi

bi

pðxÞdx
� �

þ 2f ðbiÞpðbiÞ.

Note thatZ bi

Bi�1

pðxÞdx�
Z Bi

bi

pðxÞdx ¼ 0) oL
obi
¼ 0 ð30Þ

andZ bi

Bi�1

pðxÞdx�
Z Bi

bi

pðxÞdx ¼ 0 ) o
2L

ob2
i

¼ 2f ðbiÞpðbiÞP 0. ð31Þ

Hence, "i, by lettingZ bi

Bi�1

pðxÞdx�
Z Bi

bi

pðxÞdx ¼ 0; ð32Þ

L(B0,B1, . . . ,Bn�1,b1,b2, . . . ,bn�1) is minimized, i.e.,
the source distortion is minimized. Moreover,

oL
oBi
¼ pðBiÞ

Z Bi

bi

f ðxÞdx�
Z biþ1

Bi

f ðxÞdx
� �

ð33Þ

and

o2L

oB2
i

¼ �pðBiÞ
Z Bi

bi

f ðxÞdx�
Z biþ1

Bi

f ðxÞdx
� �

þ 2pðBiÞf ðBiÞ. ð34Þ

By lettingZ Bi

bi

f ðxÞdx�
Z biþ1

Bi

f ðxÞdx ¼ 0; ð35Þ

o
2L

oB2
i

¼ �pðBiÞ
Z Bi

bi

f ðxÞdx�
Z biþ1

Bi

f ðxÞdx
� �

þ 2pðBiÞf ðBiÞ ¼ 2pðBiÞf ðBiÞP 0 ð36Þ

and

oL
oBi
¼ pðBiÞ

Z Bi

bi

f ðxÞdx�
Z biþ1

Bi

f ðxÞdx
� �

¼ 0;

ð37Þ

L(B0,B1, . . . ,Bn�1,b1,b2, . . . ,bn�1) is minimized. So,
the optimal partition of the bandwidth can be
achieved by solving Eqs. (32) and (35). Observe
that, if f(x) = p(x), from Eqs. (32 ) and (35), we have

Z bi

Bi�1

f ðxÞdx�
Z Bi

bi

f ðxÞdx ¼ 0 ð38Þ
andZ Bi

bi

f ðxÞdx�
Z biþ1

Bi

f ðxÞdx ¼ 0. ð39Þ

It follows that "i, j < n (i, j > 1)Z bi

bi�1

f ðxÞdx ¼
Z bj

bj�1

f ðxÞdx. ð40Þ

Then,Z C

0

f ðxÞdx ¼ 1 ) 8i;
Z bi

bi�1

f ðxÞdx ¼ 1

n
. ð41Þ

Therefore, when both the requested bandwidth and
the available bandwidth of connections are uni-
formly distributed from 0 to C, the partition of
the bandwidth of the equal class based update pol-
icy proposed in [13] is optimal. With Eq. (25), we
can further derive the minimized source distortion
when the number of classes of bandwidth is given.
Assume the available bandwidth is uniformly
distributed, i.e., f ðxÞ ¼ 1

C. Therefore, by Eq. (35),
Bi � bi = bi+1 � Bi, for all 0 6 i < n. Hence, by
Cauchy mean-value theorem and Eq. (32),Z bi

Bi�1

pðxÞdx ¼
Z Bi

bi

pðxÞdx

) pðni�1Þðbi � Bi�1Þ ¼ pðdiÞðBi � biÞ

) pðni�1Þðbi � bi�1Þ ¼ pðdiÞðbiþ1 � biÞ;

ð42Þ

where "i, Bi�1 6 ni�1 6 bi and bi 6 di 6 Bi. Hence,
if p(di) > p(ni�1), then bi+1 � bi < bi � bi�1, i.e., the
size of the ith class is less than that of the (i�1)th
class, which conforms to our claim that relatively
accurate link state information is preferred at the
point (available bandwidth) where the value of the
probability density function of the requested band-
width of connections is large. Next, we provide an
example of computing b1,b2, . . . ,bn�1 (b0 = 0 and
bn = C) and B0,B1, . . . ,Bn�1. Assume the available
bandwidth is uniformly distributed from 0 to C

(f ðxÞ ¼ 1
C). Therefore,

of
obi
¼ 0 ) o

obi

Z Bi

Bi�1

Z maxfbi ;yg

minfbi ;yg
pðyÞdydx

 !
¼ 0

) o

obi

Z bi

Bi�1

Z bi

x
pðyÞdydxþ

Z Bi

bi

Z x

bi

pðyÞdydx
� �

¼ 0

) bi¼
Bi�1þBi

2
. ð43Þ
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Fig. 4. An example of the link state update with only two classes.
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Further assume that the requested bandwidth is also
uniformly distributed but from r to 1 (0 6 bmin =
r < bmax = 1 6 C). Hence, by Eq. (32), either

pðBiÞ ¼ 0 ð44Þ
orZ Bi

bi

f ðxÞdx�
Z biþ1

Bi

f ðxÞdx ¼ 0. ð45Þ

Since

r 6 bi�1 6 Bi 6 bi 6 1 ð46Þ
and the requested bandwidth is uniformly distrib-
uted from r to 1

pðBiÞ ¼
1

1� r
. ð47Þ

Therefore,

Bi � bi ¼ biþ1 � Bi. ð48Þ
On the other hand, since bi ¼ Bi�1þBi

2
(by Eq. (43)),

we have

Bi ¼ bmin þ i
bmax � bmin

n

� �
¼ rþ 1� r

n
ð49Þ

and

bi ¼
Bi�1 þ Bi

2
¼ bmin þ

bmax � bmin

n

� �
2i� 1

2

� �
ð50Þ

¼ rþ 1� r
n

� 	 2i� 1

2

� �
. ð51Þ

Intuitively, the larger the number of classes, the
more sensitive our link state update policy is to
the fluctuation of the available bandwidth is. As a
result, the bandwidth required for updating the link
state information is larger. Therefore, given an
upper bound on the bandwidth for link state
update, there accordingly exists an upper bound
on the number of classes. In this paper, we approx-
imately compute the bandwidth used for link state
update under the condition that the number of clas-
ses is n. Denote p(Bi) as the probability that the
quantized value of a sample is Bi; q(Bi) as the prob-
ability that the link state information is updated
with Bi, i = 1,2, . . . ,n � 1; p(BjjBi) as the transition
probability of two consecutive (quantized value of)
samples from Bi to Bj, and Ts as the average interval
between two consecutive samples. Note that q(Bi) is
different from p(Bi) because Bi is used for an update
only when the previous update (not the previous
sample) Bj is different from Bi. For example, as
shown in Fig. 4, assume there are only two classes
and two quantized values B0 and B1,p(B0) = 0.2,
p(B1) = 0.8, and p(B0jB0) = 0 (the transition proba-
bility that the current quantized value is B0 under
the condition that the previous one is also B0).
Observe that before and after each B0, there must
be a sample with value B1 (because p(B0jB0) = 0).
Since an update can occur only when two consecu-
tive samples are different from each other, q(B0) =
0.5, and q(B1) = 0.5. As mentioned before, the sam-
ple sequence is a random sequence with memory.
Note that a sample is used for update only when
it differs from the latest update, i.e., whether a sam-
ple is used for update only depends on the previous
update. Therefore, for simplicity, we approximately
assume that the sample sequence has the Markov
memory structure, i.e., p(BijBi�1,Bi�2, . . . ,B0) =
p(BijBi�1), where p(BijBi�1,Bi�2, . . . ,B0) is the con-
ditional probability that, under the condition that
the previous samples are Bi�1,Bi�2, . . . ,B0, the ith
sample is Bi. Therefore, we have

p

pðB0jB0Þ pðB1jB0Þ � � � pðBn�1jB0Þ
pðB0jB1Þ pðB1jB1Þ � � � pðBn�1jB1Þ

..

. . .
.

pðB0jBn�1Þ pðB1jBn�1Þ � � � pðBn�1jBn�1Þ

0
BBBB@

1
CCCCA¼ p;

ð52Þ
where p = (p(B0), p(B1), . . . ,p(Bn�1)). Accordingly,
the sequence of updates exhibits the Markov mem-
ory structure. Hence, assuming the transition prob-
ability of updates from Bi to Bj is q(BjjBi),

q

qðB0jB0Þ qðB1jB0Þ � � � qðBn�1jB0Þ
qðB0jB1Þ qðB1jB1Þ � � � qðBn�1jB1Þ

..

. . .
.

qðB0jBn�1Þ qðB1jBn�1Þ � � � qðBn�1jBn�1Þ

0
BBBB@

1
CCCCA¼ q;

ð53Þ
where q = (q(B0),q(B1), . . . ,q(Bn�1)). Since a sample
is used for update only when it is different from the
previous update, q(BijBi) = 0 for all 0 6 i < n � 1.
Therefore,

qðBjjBiÞ ¼
pðBjjBiÞ

1� pðBijBiÞ
; i 6¼ j. ð54Þ

Hence, we can compute q by solving Eq. (53).
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Fig. 5. Solid arrows represent the samples that are used for link
state update and dash arrows are not.
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As shown in Fig. 5, assume that the average
number of samples between any two consecutive
updates is m. Accordingly, the average interval
between any two consecutive updates is (m + 1)Ts,
and the average number of updates in a unit time,
or the update rate, is 1

ðmþ1ÞT s
. Assume that the size

of the packets used for link state update is Lu, then
the bandwidth used for link state update (a single
link) is Lu

ðmþ1ÞT s
, and the number of link state informa-

tion packets received by each node of a network in a
unit time is E

ðmþ1ÞT s
, where E is the number of links in

the network. Next, we compute m under the
assumption that p(BjjBi) and q(Bi) (0 6 i, j < n) are
known. Note that an update occurs if the current
sample is in a different class from the last update.
Therefore, if the current update value is Bi, the aver-
age number of samples till the next update isX1
k¼0

kpkðBijBiÞð1� pðBijBiÞÞ. ð55Þ

Hence, the average number of samples between any
two consecutive updates is

m ¼
Xn�1

i¼0

qðBiÞ
X1
k¼0

kpkðBijBiÞð1� pðBijBiÞÞ
 !

ð56Þ

and thus the average bandwidth used for link state
update can be computed.

5. Simulations

Note that given a blocking probability p of a con-
nection on every single link and without considering
the relation among links, its overall blocking prob-
ability to traverse through an h-hop path is:
1 � (1 � p)h. Moreover, the number of link state
updates of a network is simply the sum of the
updates of all the links in the network because each
link updates its own link state information indepen-
dently. Therefore, the performance of a link state
update policy in a network can be reflected by its
performance on a single link. Hence, instead of con-
ducting simulations in a network, we choose an eas-
ier alternative: evaluating the performance of our
proposed link state update by comparing it with
those in [13] (threshold based, equal class based,
and exponential class based update policies) on a
single link. For completeness, we briefly review the
equal class based and exponential class based
update policies.

Definition 3. Equal class based update policy [13] is
characterized by a constant B which is used to
partition the available bandwidth operating region
of a link into multiple equal size classes: (0,B),
(B, 2B), . . . , etc. An update is triggered when the
available bandwidth on an interface changes to a
class that is different from the one at the time of the
previous update.

Definition 4. Exponential class based update policy
[13] is characterized by two constants B and f (f > 1)
which are used to define unequal size classes:
(0,B), (B, (f + 1)B), ((f + 1)B, (f 2 + f + 1)B), . . . , etc.
An update is triggered when a class boundary is
crossed.

Note that when the available bandwidth fluctu-
ates around a class boundary, many meaningless
updates may be triggered. In order to dampen such
oscillatory behavior, the two class based policies are
augmented by a hysteresis mechanism in [13]: the
generation of an update is suppressed until the
available bandwidth reduces sufficiently to cross
beyond the middle value of the new classes. Such
rule is not applied when the available bandwidth
increases and crosses a class boundary.

We adopt two performance indices for the pur-
pose of comparison: the update rate (average num-
ber of updates in a unit time) and the false blocking
probability of connections, which are respectively
defined below

The total number of updates

Total simulation time
; ð57Þ

Total number of false blockings of connections

Total number of connection requests
;

ð58Þ

where the total simulation time is the total number
of unit times simulated. Similar to [14], the arrivals
of connection requests are generated with a Poisson
process with rate k = 1 and the duration of each
connection is of a standard Pareto distribution with
a = 2.5 (cumulative distribution of the standard
Pareto distribution is F xðxÞ ¼ 1� b

x


 �a
, where a is

the shape parameter and b is the scale parameter).
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Hence, the average duration of a connection is
l ¼ ab

a�1
(the mean of the standard Pareto distribu-

tion). By [14], the average traffic load of the link is
q = klb/R, where b is the average requested band-
width of a connection. For the purpose of compar-
ison, we do not set the clamp down timer in our
simulations. Upon the acceptance and the end of a
connection, the available bandwidth is re-computed.
The bandwidth requested by each connection is uni-
formly distributed in [0,Bmax]. Note that for a single
class based link state update policy, the larger num-
ber of the classes the bandwidth is partitioned into,
the more accurate the link state information is,
implying the lower false blocking probability of
connections, while the more sensitive it is to the fluc-
tuation of the available bandwidth, thus resulting in
a larger update rate. Hence, we can claim that policy
1 outperforms policy 2 if and only if, for any given
number of classes to policy 2, an appropriate num-
ber of classes can always be found for policy 1 such
that it achieves better performance on both the up-
date rate and false blocking probability of connec-
tions. By extensive simulations, we found that our
proposed link state update policy outperforms the
equal and exponential class based link state update
policies for any given number of classes. In this pa-
per, due to the page limit, we only selectively present
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Fig. 6. The distributions of t
the simulation results of the cases that the numbers
of classes of the equal class based update policy are
5 and 10 (B = 0.1C and 0.2C), and B = 0.05C and
f = 2 for the exponential class based update policy
(the number of classes is 4). We adopt n = 2 and 3
for our proposed link state update policy and
s = 0.8 (threshold) for the threshold based update
policy in the simulations.

It should be noted that the threshold update pol-
icy is different from the class based ones in the sense
that the number of classes in the class based update
policies determines the accuracy of link state infor-
mation, while the threshold update policy achieves
different accuracy level of link state information
by adjusting the threshold value, which is a contin-
uous variable. Naturally, the larger the threshold
value is, the coarser the link state information is
and the lower the protocol overhead is. As such,
in order to claim that a class based update policy
to be ‘‘strictly’’ better than the threshold one, we
need to make sure that for every single threshold
value, we can find a corresponding number of clas-
ses such that the class based update policy outper-
forms its contender in terms of both the update
rate and false blocking probability. We have verified
that our proposal is capable of achieving better per-
formance than the threshold update policy through
5 0.6 0.7 0.8 0.9 1
ndwidth (*C)

0.05C/37.5%
0.05C/75%
0.1C/75%

he available bandwidth.
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extensive simulations. Owing to the page limit, we
only selectively present the performance evaluation
of the threshold update policy when s = 0.8.

As the first step of our proposed link state update
policy, we compute the probability density function
10 11 12 13 14
0

0.1

0.2

0.3

0.4

0.5

0.6

0.7

Bet

U
pd

at
e 

ra
te

Our link state up
Our link state up
Equal class upd
Equal class upd
Exponential clas
Threshold updat

Fig. 7. Update rates of polic

10 11 12 13 14
0

0.005

0.01

0.015

0.02

0.025

0.03

0.035

Be

B
lo

ck
in

g 
pr

ob
ab

ili
ty

 o
f c

on
ne

ct
io

ns

Our link state update policy n=2
Our link state update policy n=3
Equal class update n=5
Equal class update n=10
Exponential class update B=0.05
Threshold update policy, threshol

Fig. 8. False blocking probabilities o
of the available bandwidth as shown in Fig. 6,
where the traffic loads are 37.5% and 75%, and
Bmax = 0.05C and 0.1C, respectively (we denote
0.1C/75% as the case that Bmax = 0.1C and the traf-
fic load is 75%). Note that the probability that the
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available bandwidth is less than Bmax is very small
(the integration of the probability density function
of the available bandwidth from 0 to Bmax, i.e.,
the probability that the available bandwidth is
no larger than Bmax, is less than 5%). Hence, the
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Fig. 10. False blocking probability of
update rate of our proposed link state update policy
is low.

Figs. 7–10 illustrate our simulation results, in
which n denotes the number of classes and Beta
denotes the parameter b. In both simulations, our
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proposed link state update policy can achieve much
better performance than the three update policies,
i.e., our proposed link state update policy achieves
lower blocking probabilities with lower update rates
than others, implying that our proposed link state
update is more practical than the equal and expo-
nential class based link state update policies in terms
of the update rate and false blocking probability of
connections.

Finally, it should be noted again that although
our simulations are conducted on a single link, as
long as no cooperation between links is used for
updating the link state information, we can equally
claim that our proposed link state information
update scheme outperforms the three policies from
the perspective of a whole network.

6. Conclusions

In this paper, we have proposed an efficient link
state update policy. Through theoretical analysis
and extensive simulations, we have shown that it
greatly outperforms its contenders, i.e., it achieves
a much lower false blocking probability with a very
low update rate. As a result, we can increase the per-
formance of QoS routing using the proposed link
state update policy.
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